
— 16 —

2.  Client mode

Figure 1. Wi-Fi details on IPhone 6

In this mode, the Gateway connects to an existing Wi-Fi network. To switch to this mode from Access Point 
mode, or tune the settings, open the “Wi-Fi Client” page on the administration website.

The Gateway must have a fixed IP address. This can be done in the Wi-Fi router settings; you can assign  
a fixed IP address by the MAC address of the Gateway printed on the “Wi-Fi Client” page. In this case,  
you can leave the default “Use DHCP” setting in the IP address configuration. Note that the Gateway  
has two different MAC addresses, one for the internal Access Point and one for connecting to other 
networks. You should use the MAC address from the “Wi-Fi Client” page.
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VI. Configuration of Application Protocols

 

Figure 1. Settings of OpenCPN application

Most marine applications support both TCP and UDP network protocols. TCP is a connection-oriented 
protocol. This means that the receiver must confirm reception of data before it gets the next packet of data, 
otherwise the sender repeats the transmission after a timeout. So, the second TCP connection doubles  
the network traffic and CPU load, despite the fact that both clients receive the same data.
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UDP is a connectionless protocol; any number of clients can listen to data broadcasted from a specified port 
without any additional load on the server and without increasing the actual network traffic. We recommend 
using UDP protocol where possible, because the resources of the Device’s CPU are limited.

NMEA 0183 is supported in virtually all marine applications. On the “NMEA Server” page  
on the administration website, you can set up to three server ports (see Figure 2 on the next page). If TCP 
network protocol is selected, up to three connections (from three different applications on one device,  
or from three devices with one marine application running on each) are allowed at the same time. So three 
servers allow nine connections in total.

In the case of using UDP protocol, the number of devices or applications used the data port is not limited. 
We recommend using UDP protocol when possible.

The server port can be configured as bi-direction, read-only (Transmit Only) or write-only (Receive Only). 
We recommend configuring data ports as read-only if possible, to prevent the network from flooding from 
incorrectly configured applications.

Server 3 also supports “Debug” data protocol, designed to diagnose issues with software applications  
(see Section XI), and “Memory” data protocol, to download the sailing data recorded to the internal 
memory of the Gateway (see Section IX).

With the factory settings, the Gateway has the 1st server enabled and pre-configured use TCP port 1456  
and the NMEA 0183 data protocol. To connect your application to the Gateway with factory settings:

• connect your laptop or mobile device to YDWN network;
• set the IP address 192.168.4.1 in the application settings;
• specify the TCP protocol and port 1456 in the application settings.

To use the gateway with a Navionics Boating App, no settings are required in the app, but some changes  
are required in the Gateway configuration:

• configure one of the Gateway servers to use UDP port 2000 and NMEA 0183 protocol;
• connect your smartphone or tablet to the Gateway’s Wi-Fi network.
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Figure 2. Gateway server settings
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VII. Reset of Settings and Hardware Reset
 
Insert the paper clip (at a right angle to the device face) to the small hole with “RST” label (reset button  
at Figure 1 in Section III). The status LED of the Gateway will constantly shine red when the hidden button 
under the hole is pressed.

Wait 2-3 seconds and the LED will change from red to green. Release the button to reset the Device’s 
settings. Otherwise, the LED will become red 2-3 seconds later. Keep the button pressed ten seconds more, 
and the LED becomes green. Release the button to complete a hardware reset of Device. Alternatively, wait 
two seconds, and the LED color returns to red.

Note that nothing happens if you release the button when the LED signal is red. The settings reset occurs 
if you release the button during the first green light period, and the hardware reset occurs on the second 
period.

During settings reset, the Device changes all settings to factory values (returns to Access Point Mode, 
network SSID to “YDWN”), and the Device will produce fast green flashes for 2-3 seconds, then reboot.

During hardware reset, the Gateway returns to the firmware version programmed at the factory (the Device 
always keeps a copy of this version in EEPROM) and to the factory settings. LED signals during firmware 
updates are described in Section XII. Hardware reset is normally not required. It can be used for firmware 
rollback.
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VIII. Routing and Data Filters
 
With the factory settings (see Figure 1), the Gateway sends all data from physical ports to network servers 
and vise versa.

 
 
 
 

Figure 1. Default routing settings
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Different devices can be connected to the input and output wires of the same port of the Gateway. In this 
case you may need to specify that this port is the output for itself.

Web gauges (see section X) display the data from the server #1. With the configuration shown  
in Figure 1, web gauges will display data received from port #1 and port #2 only. If you need to see  
the data received from the application on the server #1, you need to specify that server #1 is the output  
for the server #1 input.

The Gateway ignores incorrect sentences received, including sentences with an invalid checksum.  
The “Tunnel” allows routing of incorrect sentences from this server. It allows connecting Navtex and rare 
NMEA equipment produced decades ago when a checksum was not a mandatory part of the sentence.

Invalid sentences are not processed by incoming filters or outgoing filters of output server/port. Correct 
sentences are always processed by filters, whether tunneling is off or on.

The Device has 20 filter lists, which allow limiting the set of incoming or outgoing sentences. To modify 
filters, open the “NMEA Filters” page on the administrative website. Each server or port has four filter lists: 
two for incoming NMEA 0183 sentences (one for sentence formatters and one for talker ID), and two the 
same for outgoing sentences.

Each filter list has a switchable type: WHITE or BLACK. A message is passed thru the WHITE filter  
if it contains a record matched with a message. And the reverse for BLACK. In the factory settings, all filter 
lists are empty and are of BLACK type, so all messages are passed through the filters. 

According to the standard, an NMEA 0183 sentence starts with a $ or ! symbol, followed by a two-character 
talker ID and a 3-char sentence formatter. These elements are followed by data fields (after the comma). 
The sentence is finished by a check sum after the * (asterisk) symbol.

The following sentences matches to GLL and VDM records in the sentence filter:

$GPGLL,4146.5894,N,07029.6952,W,173412.02,A*15
!AIVDM,1,1,,B,ENk`smq71h@@@@@@@@@@@@@@@@@=MeR6< 7rpP00003v f400,4*5F

or GP and AI records in the talker ID filter. The Talker ID filter contains 2-char talker IDs separated  
by a space character, and sentence filters contain 3-char NMEA 0183 sentence formatters separated  
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by a space character. Example of sentences and talker IDs filters:

• GLL VDM VDO
• GP AI

Filters allow reduction of the port or server load. This is not significant for servers because a Wi-Fi network 
is fast, but it can be useful for physical port configuration. If the fourth flash of the port’s LED indicates 
overflow (see Section IV), unnecessary messages can be excluded using the transmit filter of this port.
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IX. NMEA Settings and Data Logging

This chapter describes settings available on the “NMEA Settings” page of the administration website.

1.  Port Speed

The default speed of a NMEA 0183 port is 4800 baud, but speeds of 9600 (Navtex) and 38400 (AIS) 
are also widely used. Some equipment has no speed selector, but you can switch the port type between 
"NMEA", "Navtex" and "AIS" (or something similar). Even though a port is labelled "AIS" type, usually that 
only means that it works at 38400 baud and processes not only AIS, but all other NMEA 0183 messages too. 
If you are connecting the Gateway to PC’s serial port, you can set 115200 baud speed.

2.  NMEA 0183 Output

In this section, you can configure the talker ID of the Gateway. It is used in the NMEA 0183 sentences 
generated by the Gateway. The only sentence generated by the Gateway is MWV (sentence with true wind 
data).

The wind sensor always measures apparent wind; true wind angle is calculated using SOG or STW 
data and true wind direction requires COG or heading. In this section, you can turn on the calculation  
of the true wind. The MWV sentence with true wind sends to the port/server immediately after the MWV 
with apparent wind if true wind data was not sent to this port from another port or server in last 5 seconds.

3.  Data Logging

The Gateway automatically saves the most important boat data to the internal memory: position, course 
and speed, wind speed and direction, heading, STW and depth. Settings in this section allow setting  
the logging interval or turning the logging off, you can also clear all recorded data using the button  
at the bottom of the page.

The shortest interval is 30 seconds and the Gateway’s memory allows storage of 32000 points, which  
is about 11 days of sailing. Old data will be overwritten automatically.

You can configure server #3 to "Memory" protocol and download a GPX (for cartographic applications 
like Google Earth or Garmin MapSource) or CSV (spreadsheet) file with these data using a web browser.
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If the Gateway has the address 
192.168.4.1 and server #3  
has port address 1458 (the 
factory setting) and configured 
for “Memory” protocol, open the 
page http://192.168.4.1:1458/ 
in your browser. Data will be 
loaded to the browser, and  
the data export page will be 
shown. On this page you can 
choose the desired format, 
set the options (XML schema  
for GPX file, column separator 
for CSV file, preferred units and 
so on) and download the file 
with data.

Export may not work properly 
on the IPad and iPhone:  
the file with data may be 
opened in the browser window 
instead of saving or opening in  
the application. In this case, you 
can copy and paste your data  
or export data using other 
mobile device or laptop.

Figure 1. Data export page

http://192.168.4.1:1458/ 


— 28 —

X. Web Gauges of Administrative Web Site
 
 

Figure 1. Built-in web gauges (Apple IPhone 8)

The Web Gauges page (WG) allows real time viewing of vessel data using a web browser on a PC, laptop, 
tablet or smartphone and can replace instrument displays. You can open the WG using the link on the logon 
page of the gateway’s administrative web site (no authorization is required) or, if you are logged in, using  
the «Web Gauges» menu item. No internet connection or app installation is required.

WG offers four customizable data pages. On mobile devices you can slide pages, or you can use the numeric 
buttons on the menu (at the bottom of the screen) to choose the active page. 

Data pages are pre-configured. The first page contains circular gauges for course/speed and AWA/AWS 
(apparent wind angle and speed), and text data bars with STW, heading, TWS and TWA data. The second 
page (see Figure 1) is configured to view twin engines’ data and contains circular tachometers and text data 
bars with engine temperature and fuel rate data. The third page contains data bars with position, time, log, 
sea and air temperature, barometric pressure and depth surface graph with current depth value. The fourth 
page is not configured and contains no gauges or data bars. You can change any page’s layout and its sets 
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of data bars.

On an IPhone, IPad and Android devices, the address bar and/or menu bar of a web browser can reduce the 
visible area and overlap with the WG menu in horizontal or vertical screen orientation. In this case, add WG 
to the Home Screen (see browser menu) and open it using the WG icon on the Home Screen. The page will 
then open in full screen mode without browser menus or address bars.

The actual WG guide is available on administrative web site (the next link after Web Gauges link  
at the logon page or in the menu of administrative web site) and online at:  
http://www.yachtd.com/products/web_gauges.html

http://www.yachtd.com/products/web_gauges.html
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XI. Recording of Diagnostics Data
 
Diagnostics designed to troubleshoot issues with software applications. A log contains all sent and received 
sentences. Server #3 can be configured to send log data in a real time to a web browser or terminal 
application.

To get the diagnostics log, configure server #3 port to the “Debug” data protocol (it is TCP network 
protocol). If the Gateway has the address 192.168.4.235 and server #3 port has a number 1458, type 
http://192.168.4.235:1458 in browser address bar (experienced users can also use terminal applications 
to get data from this port).

Figure 1. Chrome browser with log

http://192.168.4.235:1458
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Press the “Stop” button in the browser (or the Esc button in some browsers) when enough data is downloaded 
and save the log to the disk. Some mobile browsers do not allow saving of files and we recommend using  
a laptop or PC to record diagnostics data. Some web browsers may try to download the web page again 
while saving. In this case, you can use the clipboard (Copy All and Paste commands of operating system) 
and a text editor to save the data to a file.

The first character in the log line (see the Figure 1) indicates whether the sentence was received (R)  
or transmitted (T). P2 means physical port #2 and S1 means server #1. “XX” indicates overflow  
on this port (and this sentences was not actually sent), “FL” indicates that sentences was filtered out. 
Symbol * (asterisk) after “FL” indicates that sentence is invalid (and was filtered by this reason).
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XII. Firmware Updates

You can check the current firmware version at the login or on the home page of administration website.  
We recommend updating the firmware from a laptop or PC. You can download the latest firmware version 
from our website: http://www.yachtd.com/downloads/

You should open the downloaded .ZIP archive with an update and copy the MUPDATE.BIN file to the disk. 
The README.TXT file inside the archive can contain important information regarding the update.

1. Log in to the administration website.
2. Open the “Firmware Update” page.
3. Click the “Choose File” button and locate the MUPDATE.BIN file on the disk.
4. Click the “Update the firmware” button.

The Firmware upload takes 20 – 40 seconds. After this period you’ll get a message that the update  
is started. You will see chaotic flashes of the status LED for 40 – 60 seconds, and the Gateway  
will be rebooted when the update procedure is finished.

The firmware update cannot damage the Device and all settings will remain intact (unless otherwise stated 
in the README.TXT file provided with the update). For example, if the update procedure is interrupted 
due to power failure, it will be re-started at the next power on.

You can roll back all firmware updates and return to the factory firmware with hardware reset  
(see Section VII).

http://www.yachtd.com/downloads/
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APPENDIX А. Troubleshooting

Situation Possible cause and correction

All LEDs are off Check the voltage between ground and power terminals, it should be  
7..17 V

Software application does 
not work as expected

1. Check filters configuration (see VIII).
2. Record diagnostics data (see XI) and send it with a software screenshot  
to technical support.

Cannot connect Wi-Fi device 
to Gateway

1. Exceeded the number of allowed connections (3) in Access Point mode. 
Reboot the Gateway to drop all Wi-Fi connections.
2. High load of the Gateway. Switch applications from TCP to UDP 
protocol.

Cannot open TCP 
server port of Gateway  
in application

1. Exceeded the number of TCP connections (3) to server. Configure 
application to use another server port or UDP.
2. IP address of Gateway changed. Static IP address is not configured  
or DHCP server of Wi-Fi router is not configured. Be sure that you can open 
the administration website with browser, reset Gateway settings in case  
of failure.

Cannot login to Wi-Fi 
network or administration 
web site

Wrong password or authorization settings. Reset Gateway settings (see 
VII).

Port LED indicates  
an overflow

Exclude unnecessary sentences on this port using filers (see VIII).

Gateway does not accept 
Navtex messages

Navtex messages are not NMEA 0183 sentences. Turn on the tunneling  
(see VIII) to pass-thru Navtex messages.



NOTES






